Logista

INFORMATION SECURITY POLICY

Information constitutes a very important asset for Logista that must be protected, being one of the
commitments of the Code of Conduct.

The four basic action principles or guidelines that guarantee the protection of Information are included
in the Information Security Policy of Logista and subsidiaries, that lead the different activities
performed in this area:

1. Minimize risks when facing physical and logical attacks, allocating the necessary resources and
performing the daily activity under the principles of prevention and detection through
appropriate lines of defense.

2. Guarantee the continuity of critical systems in such a way that the main services provided by
Logista can proceed (response principle).

3. Promote a Security culture through awareness and training actions.

4. Comply with the applicable requirements under current regulations and within the
framework established by the Logista Code of Conduct.

Logista's Security Policy is subject to periodic review and, when appropriate, update. The required
procedures are developed and defined to ensure that the confidentiality, integrity, and availability of
the Information are guaranteed throughout its life cycle.

The success of Logista's Information security strategy requires the commitment and collaboration of
all the people who work and have a partnership with Logista.
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